
Login Settings  
 
The lock-out time for too many failed login attempts has been reduced to 1 minute. 

 
Policies in effect: 

 

         6 failed login attempts before lockout 

         1 minute lockout 

         6-20 character length passwords 

         Cannot reuse last 5 passwords 

         Passwords must contain at least 1 uppercase letter, 1 lowercase letter, 1 number, 1 special 

character 

         90 day default expiration 

         Warnings begin 4 days before expiration 

 


